
１. 目的

本情報セキュリティ方針はユナイテッド・セミコンダクター・ジャパン株式会社（以下 USJC）に

おける情報セキュリティを確保するための対策、体制等の事項を定めるとともに、USJCの情報

セキュリティを確保しながら、製造およびサービスを通じて、お客様の情報セキュリティの確保 ・

向上に積極的に努めることを内外に宣言し、実践することを目的とします。

２. 原則

(1) USJCは、お客様またはお取引先様から提供いただいた情報を適切に取り扱い、当該個

人及び組織の権利および利益を保護します。

(2) USJCは、自社の営業秘密、技術情報、その他の価値ある情報を適切に取り扱います。

(3) USJCは、サプライチェーン全体にわたり情報セキュリティの重要性を認識し、お取引先様

と連携しながら情報セキュリティ管理体制の強化に務めます。

(4) USJCは、情報セキュリティ文化の醸成を重視し、全社員が情報セキュリティの重要性を

理解し、各自が自身の責任を自覚して積極的に参加することを促進します。

(5) USJCは、半導体製造受託サービスを提供することで、お客様の情報セキュリティの確保

や向上に貢献し、お客様、ひいては社会の維持的発展に寄与します。

- 取組みの原則 -

USJCは、次の事項を情報セキュリティへの取組みの原則とします。

(1) お客様の要求および関連法規、国際規格に適合した情報セキュリティマネジメントシステ

ムを構築し、継続的に改善します。

(2) USJCが保護すべき情報について、機密性、完全性、可用性の維持に向け、責任と権

限を明確にし、適切な情報セキュリティ対策を定め実施します。

(3) 情報セキュリティ脅威をリアルタイムで監視し、迅速かつ適切に対応します。また、情報セ

キュリティインシデント対応計画を整備し、半導体製造受託サービスの安定的な提供と

事業継続性の確保に務めます。

(4) コンプライアンスを徹底し、法令、規制、契約上の要求事項を遵守するための管理策を

実施します。
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